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State of Arizona 

Department of Education 

Children’s Internet Protection Act (CIPA) CERTIFICATION  
E-Rate applicants must enforce a policy of Internet safety and certify compliance the Children's Internet Protection Act 
(CIPA) to be eligible for discounts.  CIPA was signed into law on December 21, 2000. To receive support for Internet 
Access, Internal Connections, and Basic Maintenance services from the universal service fund (USF), school and library 
authorities must certify that they are enforcing a policy of Internet safety that includes measures to block or filter 
Internet access for both minors and adults to certain visual depictions.  
 
In general, school and library authorities must certify either that they have complied with the requirements of CIPA; that 
they are undertaking actions, including any necessary procurement procedures, to comply with the requirements of 
CIPA; or that CIPA does not apply to them because they are receiving discounts for telecommunications services only.   
See http://www.usac.org/sl/applicants/step06/cipa.aspx for additional details. 

Check all that apply: (See http://www.usac.org/sl/applicants/step06/cipa.aspx for guidance) 

 

____ The LEA certifies that it has an Internet Safety Policy in place that addresses: 
 Access by minors to inappropriate matter on the Internet and World Wide Web  
 The safety and security of minors when using electronic mail, chat rooms, and other forms of direct 

electronic communications  
 Unauthorized access including "hacking" and other unlawful activities by minors online; unauthorized 

disclosure, use, and dissemination of personal information regarding minors  
 Measures designed to restrict minors' access to materials harmful to minors; monitoring the online activities 

of minors. 
 Educating minors about appropriate online behavior, including interacting with other individuals on social 

networking websites and in chat rooms, cyberbullying awareness, and response 
 

____ The LEA certifies that it has a Technology Protection Measure in place. 
A technology protection measure is a specific technology that blocks or filters Internet access.  

 

____ The LEA certifies that it has provided a public notice and one hearing or meeting to address Internet safety policy.  
 

LEA APPROVAL & SIGNATURE 
Enter dates, district/charter school name, print and sign name, upload ALEAT CIPA Certification 

Date the CIPA Certification was approved by the LEA governing board: __________________     

Your signature below certifies that detailed records will be retained and made available for audit upon request. I certify that this 
information is true to the best of my knowledge, and has been created and written in accordance the Federal Communications 
Commission’s (FCC) Fifth Report and Order (FCC 04-190, released August 13, 2004) for those applying for E-rate.  

School District/Charter School Name:           

CTDS:        Entity ID        

CIPA Certification Begins: July 1, 20_____    Ends: June 30, 20_____ 
 
___________________________________________________________________________  

Print School District Superintendent/Charter School Principal/ School Board President’s Name  
 
_____________________________________________________   ________________________  

Signature of above Representative      Date  

Upload a digital copy of this completed form into the ALEAT Continuous Improvement Plan – Annual Monitoring area. 
 Detailed records of all submissions (and accompanying documents) must be retained by the school district or charter school and made available for review or audit upon request.   
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